Zuletzt Uberarbeitet: 10 februari 2026

Datenschutzrichtlinie Fiir Bewerber

Verkada Inc. und dessen Tochtergesellschaften (,Verkada®, ,wir", ,unser®, oder ,uns")
engagieren sich flir den Schutz Ihrer Datenschutzrechte. Diese Datenschutzrichtlinie
(die ,Datenschutzrichtlinie flir Bewerber™) erklart, wie wir Ihre personenbezogenen
Daten wahrend des gesamten Einstellungsprozesses sammeln, nutzen und anderweitig
verarbeiten. Verkada Inc. und, soweit relevant die lokale Tochtergesellschaft oder der
lokale Partner, sind jeweils Verantwortliche fiir Ihre personenbezogenen Daten und sind
flr Entscheidungen in Bezug auf Verarbeitung und Speicherung verantwortlich.

In dieser Datenschutzrichtlinie fir Bewerber bedeutet ,personenbezogene Daten™ Daten,
durch die Sie identifiziert werden kénnen: direkt (durch diese Daten allein) oder indirekt
(wenn unterschiedliche Daten kombiniert werden).

Diese Datenschutzrichtlinie fiir Bewerber gilt nur fir Bewerber und nicht fiir aktuelle
Verkada Mitarbeitende. Sie stellt auch keinen Teil des Anstellungs- oder
Dienstleistungsvertrags dar. Wenn Sie Verkada durch oder in Verbindung mit einer
anderen Firma Daten bereitstellen, sind wir flir die Datenschutzpraktiken dieser Firma
nicht verantwortlich. Diese Datenschutzrichtlinie fir Bewerber gilt nicht fur
personenbezogene Daten, die bei der Nutzung unserer Unternehmenswebsite verarbeitet
werden, dies wird durch unsere Datenschutzrichtlinie geregelt.

Welche personenbezogenen Daten wir sammeln

Wie lhre personenbezogenen Daten gesammelt werden

Wie wir Ihre personenbezogenen Daten nutzen

Wie wir vertrauliche personenbezogene Daten nutzen

Wo ihre personenbezogenen Daten gespeichert und verarbeitet werden
Datensicherheit

Wie lange wir Ihre personenbezogenen Daten aufbewahren

Ei I les EWR. der Schwei les Vereini Koniarei

In Kalifornien ansdssige Personen
In Australien ansassige Personen

In Kanada ansassige Personen
In der Republik Korea ansassige Personen

Aktualisierungen zu dieser Datenschutzrichtlinie flr Bewerber
Wie Sie uns kontaktieren

Welche personenbezogenen Daten wir sammeln

In Verbindung mit dem Einstellungsprozess sammeln, speichern und anderweitig
verarbeiten wir personenbezogene Daten Uber Sie, einschlieBlich:

e Daten, die Sie in Ihrem Lebenslauf und begleitenden Briefen bereitstellen, wie
Namen, Kontaktinformationen, bildungsbezogener und beruflicher Werdegang und
Erfahrung, Fotos, Leistung, Arbeitserlaubnis, aufenthaltsrechtlicher Status

e Informationen darlber, wie Sie dazu kamen, sich fiir diese Rolle zu bewerben

e Daten, die Sie in unseren Bewerbungsformularen bereitgestellt haben,
einschlieBlich Name, Titel, Adresse, Telefonnummer, persénliche E-Mail-Adresse,
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Geburtsdatum, Geschlecht, bildungsbezogener Werdegang, Qualifikationen,
Abschlisse oder Zertifikate

e in unseren Bewerbungsformularen wird ggf. auch nach rollenspezifischen
Qualifikationen oder Informationenen zu Erfahrungen gefragt

e Daten von Ihren professionellen Social Media-Konten, wie LinkedIn-Profilbild und
Kontaktdaten

e Daten in Bezug auf Ihren Lebenslauf, einschlieBlich Verifikation von Anstellung
und Adresse, Bankkontoverifikation und Polizeiliches Flihrungszeugnis (insofern
relevant und angemessen flir Ihre Rolle)(siehe unten flir weitere Informationen)

e Informationen in Bezug auf aufenthaltsrechtlichen Status

e Daten, die wahrend der Empfehlungs- und personenbezogenen Priifungsprozesses
gesammelt werden

e Daten, die Sie wahrend Ihres Interviews bereitgestellt haben, einschlieBlich, ohne
Einschrankung, Audio- und visuelle Daten, die wir ggf. als Teil Ihres Interviews
oder anderer Termine mit Ihnen sammeln

e Daten, die wir im Laufe Ihres Recruitment-Prozesses gesammelt haben, u. a. wie
Sie von der offenen Stelle erfahren haben, ob Sie berechtigt sind, im Ausland zu
arbeiten; Gber welche Passe/Visa/Arbeitsgenehmigungen Sie verfligen, jegliche
Wettbewerbsverbots- oder Abwerbeverbotsverpflichtungen, jegliche weitere
potentielle Interessenkonflikte und

e Thr Feedback, falls Sie sich daflir entscheiden, dieses bereitzustellen

Abhangig von Geografie und ILhrer Einwilligung sowie auf komplett freiwilliger Basis
sammeln, speichern und nutzen wir ggf. andere vertrauliche personenbezogene Daten
Uber Ihre ethnische Abstammung, Ihren Veteranenstatus, Vorstrafen und Grad der
Behinderung.

Wie Ihre personenbezogenen Daten gesammelt werden

Wir dirfen personenbezogene Daten lber Sie aus den folgenden Quellen zu sammeln:

e Sie selbst

e Mitarbeitende, die Sie eventuell fiir eine Rolle empfehlen

Ihre aktuellen oder ehemaligen Kollegen, Referenzen oder andere Kontakte in
Ihrem professionellem Netzwerk

Dritte, wie 6ffentlich zugangliche Quellen

Social Media-Unternehmen, wie LinkedIn

Vertreter von Dritten, wie Recruiter

externe Dienstleister, die Hintergrundstberpriifungen bereitstellen oder bei diesen
assistieren

Wir nutzen LinkedIn ggf. auch, um aktiv nach Profilen zu suchen, von denen wir glauben,
dass sie gut zu unseren offenen Stellen passen wirden. Manche Daten von Threm
LinkedIn-Profil werden von uns gesammelt und verarbeitet, wenn wir mit Ihnen Uber
LinkedIn kommunizieren. Falls wir ein Profil identifizieren, das fir uns interessant ist,
schreiben wir Ihnen ggf. eine Nachricht direkt auf LinkedIn und laden Sie zu einem
Interview fir eine offene Stelle ein. Wir nutzen ggf. auch LinkedIn Recruiter, was uns
ermoglicht auf erweiterte Funktionen zuzugreifen, wie der Nutzung des
LinkedIn-Netzwerks, und weitere potentielle Bewerber zu erreichen. Falls wir bereits mit
Ihnen verbunden sind, erhalten wir ggf. Ihre Kontaktdaten von Ihrem LinkedIn-Profil.
Falls wir noch nicht verbunden sind, erhalten Sie von LinkedIn eine Anfrage, ob Sie Ihre
Kontaktdaten (freiwillig) mit uns teilen wollen, wenn wir Ihnen schreiben.



Wie wir Ihre personenbezogenen Daten nutzen

Wir nutzen Ihre personenbezogenen Daten, um Ihre Bewerbung zu verarbeiten,
einschlieBlich:

e Bewertung Ihrer Fertigkeiten, Qualifikationen und Eignungen fir die Rolle

e Durchfihrung von Priifungen von Referenzen, Ihrem professionellen Netzwerk,
Kollegen aus Ihren aktuellen oder vorigen Rollen, Lebenslaufprifung (falls
notwendig)

e Kommunikation mit Ihnen bzgl. des Recruitment-Prozesses

e Speicherung von Unterlagen in Bezug auf unseren Anstellungsprozess

e Speicherung Ihre Daten flr zuklnftige Positionen speichern (auBer Sie fordern
an, dass diese geléscht werden)

e Durchfihrung interner Prifungen und Arbeitsplatzuntersuchungen

e Durchflihrung von Analysen der Mitarbeiter und des Bewerberpools, Datenanalytik
und Benchmarking

e Thre Arbeitsberechtigung in der relevanten Geografie prifen und

e die Einhaltung rechtlicher oder regulatorischer Anforderungen

Um unseren Rekrutierungsprozess zu unterstitzen, kénnen wir Tools von Drittanbietern
einsetzen, um potenzielle Kandidaten zu identifizieren, die bestimmte objektive
Anforderungen an eine Stelle erflillen (z. B. Bildungsabschlisse, berufliche
Zertifizierungen, Berufserfahrung). Beispielsweise kdnnen wir Plattformen wie LinkedIn
nutzen, um nach passiven Talenten zu suchen, wobei wir die Suchkriterien angeben und
die vorgeschlagenen Profile prifen, bevor wir entscheiden, ob wir Kontakt aufnehmen.

Falls wir ermitteln, dass Sie die grundlegenden Anforderungen erfillen, um fir die Rolle
in die engere Auswahl aufgenommen zu werden, laden wir Sie zu einem Interview fir die
Rolle ein. Falls wir entscheiden, Ihnen die Rolle anzubieten, prifen wir anschlieBend
Referenzen, Anstellungsverlauf und andere Aspekte, bevor wir den Anstellungsprozess
beginnen. Falls Sie uns nicht die nétigen Daten bereitstellen, damit wir Ihre Bewerbung
beriicksichtigen kénnen (wie Belege fiir Qualifikationen oder Anstellungsverlauf), sind wir
ggf. nicht in der Lage, Ihre Bewerbung zu verarbeiten

Wir nutzen ggf. auch Daten in einer aggregierten und/oder de-identifizierten Art,
einschlieBlich der Uberwachung von Bewerbungs- und Anstellungstrends innerhalb von
Verkada.

Wie wir vertrauliche personenbezogene Daten nutzen

Wir nutzen ggf. Ihre vertraulichen personenbezogenen Daten (wie Geschlecht, ethnische
Abstammung, nationaler Ursprung, Staatsangehérigkeit oder Einwanderungsstatus,
Veteranenstatus oder Grad der Behinderung oder Vorstrafen) auf die folgenden Arten:

e um in Betracht zu ziehen, ob wir angemessene Anpassungen oder
Bericksichtigungen flr Sie wahrend des Recruitment-Prozesses einrichten
mussen

e flir Arbeitsgenehmigungszwecke

e zu behdrdlichen Berichterstattungszwecken ( z. B. erfordern Vereinigte Staaten
(USA)-Bundes-Dienstleister- und Gleichberechtigungsgesetze, dass wir Bewerber
bitten, freiwillig Angaben zu Geschlecht, ethnischer Abstammung,
Veteranenstatus oder Grad der Behinderung zu machen)

e zur Uberwachung und Berichterstattung zur Gleichstellung (solche Daten werden
in de-identifizierte Form gesammelt und gespeichert)

e zur Erflllung gesetzlicher Verpflichtungen



Mit Ausnahme von Daten zu Arbeitserlaubnissen entscheiden Sie, ob Sie diese Daten
bereitstellen wollen oder nicht. Dies ist vollkommen freiwillig. Ihre Entscheidung hat
keine Auswirkung auf unsere Priifung Ihrer Bewerbung, und wir treffen keine
Entscheidungen Uber eine Beschdftigung auf der Grundlage sensibler personenbezogener
Daten.

Vorbeschiftigungspriifungen und Verifizierungen

Wir arbeiten mit Drittanbietern von Dienstleistern zusammen, um unterschiedliche
Prifungen und Verifikationen durchzufiihren, nachdem wir ein Anstellungsangebot
ausgesprochen haben, und falls notwendig, holen wir hierflir Ihre Einwilligung ein. Wir
stellen Ihnen den Namen des relevanten Drittanbieters und Informationen lber den
Prozess per E-Mail bereit, falls Ihre Bewerbung zur Phase der Hintergrundsiberpriifung
voranschreitet. Der Dienstleister meldet sich bei Ihnen, um Ihre Priifungen
abzuschlieBen, und Sie senden Ihre Daten dann direkt an den Dienstleister. Beispiele von
Verifikationen und Hintergrundsiberprifungen, die wir durchflihren, umfassen:

e Strafrechtliche Hintergrundstberprifungen

e Uberpriifungen der Verifikation der Ausbildung (z. B. besuchte Schulen, studierte
Facher, Dauer der Einschreibung)

e Berufliche Verifikationen (z. B. Anstellungszeitraume, gehaltene Positionen)

e Uberpriifungen von Fahrzeugberichten (z. B. Fiihrerscheinklasse, Berechtigung
zur Fahrzeugfiihrung) (wo angemessen)

e Abgleich mit einer weltweiten Taterliste

Welche Prifungen und Verifikationen durchgefiihrt werden, hangt von Ihrem Standort
und dem Standort Ihrer Rolle ab.

Soweit wir uns fur diese Prifungen und Verifikationen auf Ihre Einwilligung berufen,
kénnen Sie diese jederzeit zurliickziehen. Wenn Sie dies tun, werden wir nicht in der Lage
sein, unsere Hintergrundsitberpriifung durchzufiihren.

Empfanger Ihrer personenbezogenen Daten

Wir legen Ihre personenbezogenen Daten ggf. Dritten oder Vertretern gegeniiber offen,
einschlieBlich der folgenden:

e andere Unternehmen in unsere Gruppe und Partnern

e Drittanbieter oder Vertreter, um bei der Verwaltung und Verarbeitung gewisser
Aktivitaten in Bezug auf potentielle Mitarbeitende zu assistieren

e Bewerber-Tracking-Systeme, um unseren Bewerbungsprozess zu verwalten

e Personen oder Unternehmen, die von Verkada angestellt werden, um bestimmte
Dienstleistungen, Funktionen oder Beratungsarbeit durchzufiihren

e Finanzielle Institutionen

e Verwandte, Referenzen, Kollegen, ehemalige Kollegen oder rechtliche Vertreter
potentieller Mitarbeitender

e Regulierungsbehérden, Regierungsabteilungen/-agenturen oder Gerichte nach
Erfordernis

e andere Parteien mit Ihrer Einwilligung und gemaB geltendem Recht

e andere Anbieter von unterstlitzenden Dienstleistungen, die uns in unserem
Recruitment-Prozess unterstitzen

Wir legen ggf. auch Ihre personenbezogenen Daten aus Griinden der Rechtskonformitat,
und um unsere gesetzlichen Rechte auszuliben, offen, einschlieBlich (1) in Antwort auf
eine berechtigte Anfrage nach Unterstiitzung durch Strafverfolgung, (2) um rechtlichen
Rat von externen Anwadlten zu erhalten, oder (3) in Verbindung mit Rechtsstreitigkeiten



oder Ansprichen aus diesen. Wir legen Ihre personenbezogenen Daten ggf. offen in
Verbindung mit den Verhandlungen in Bezug auf den Verkauf, Kauf oder
Zusammenschluss unseres Unternehmens.

Cookies und Tracking-Technologien

Wenn Sie unsere Karriereseite besuchen oder eine Bewerbung Uber unsere Website
einreichen, kédnnen wir Cookies und ahnliche Tracking-Technologien gemaB unserer
Website-Cookie-Richtlinie verwenden. Weitere Informationen dariber, wie wir Cookies
verwenden und welche Wahimdglichkeiten Sie haben, finden Sie in unserer
Website-Cookie-Richtlinie.

Wo ihr rsonenbez nen Daten ichert und verarbeitet werden

Ihre personenbezogenen Daten kdnnen in andere Lander Ubertragen und dort verarbeitet
werden, die sich von dem Land unterscheiden, indem Sie ansassig sind. Diese Lander
verfligen ggf. Uber Datenschutzgesetze, die sich von denen in Ihrem Land unterscheiden
(und die in manchen Fallen weniger Schutz bieten) und Daten kénnen Vollzugsbehdrden
und nationalen Sicherheitsautoritaten unter gewissen Umstanden zuganglich sein.

Durch das Bereitstellen Ihrer personenbezogenen Daten an Verkada erkennen Sie die
Ubertragung Ihrer Informationen in die USA an, und zwar zu Zwecken der Speicherung,
der Nutzung, der Verarbeitung, des Erhalts und der Weiterlibertragung solcher Daten an
andere Entitdten, ungeachtet derer Standorte.

Dritte, mit denen wir arbeiten und unsere verbundenen Unternehmen und
Tochtergesellschaften innerhalb unserer Unternehmensgruppe, verarbeiten ggf. auch
Ihre personenbezogenen Daten in den USA und/oder befdhigen die Ubertragung oder
den Zugriff auf Ihre personenbezogenen Daten auBerhalb der USA. Wir ergreifen
MaBnahmen, um diese zu verpflichten, Ihre personenbezogenen Daten entsprechend
bestimmter Sicherheitsvorkehrungen zu verarbeiten (zum Beispiel der Implementierung
von Standardvertragsklausel, soweit angemessen).

Datensicherheit

Wir haben angemessene SicherheitsmaBnahmen eingerichtet, um die Verhinderung
unautorisierten Zugriffs, Verlusts oder Gebrauchs ihrer personenbezogenen Daten zu
unterstitzen aber wir kdnnen die Sicherheit Ihrer personenbezogenen Daten nicht
garantieren. Mitarbeitende, Vertreter, Dienstleister und andere Dritte, die auf
personenbezogene Daten zugreifen, unterliegen Vertraulichkeitsverpflichtungen.

Wie lange wir Ihre personenbezogenen Daten aufbewahren

Falls Ihre Bewerbung auf Anstellung oder Auftragsvergabe erfolgreich ist, werden
personenbezogene Daten, die wahrend des Recruitment-Prozesses gesammelt werden,
gespeichert, und zusatzliche Daten werden zur Nutzung in unseren Mitarbeitenden- und
HR-Informationssystemen und entsprechend unseres
Mitarbeitenden-Datenschutzhinweises und unserer Mitarbeitendenrichtlinie gespeichert.

Falls IThre Bewerbung auf Anstellung oder Auftragsvergabe nicht erfolgreich ist, speichern
wir Ihre Daten bis zu zwei (2) Jahre (sofern geltendes Recht oder regulatorische
Verpflichtungen keine ldnger Zeit vorsehen, solche Daten zu speichern, um rechtliche
Anspriche zu verteidigen oder zu behaupten), um Sie flr zuktlinftige Stellen zu
bericksichtigen. Sie kdnnen uns jederzeit schreiben und auffordern, Ihre Daten zu
diesem Zweck nicht weiter zu speichern, indem Sie eine Anfrage Uber unser
Online-Formular einreichen oder uns unter 833.280.5900 kontaktieren.
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Am Ende der Zeitspanne vernichten wir verlasslich Ihre personenbezogenen Daten ,
sofern dies nach geltendem Recht zuldssig ist oder wir gesetzlich nicht zur Aufbewahrung
verpflichtet sind..

Im Falle, dass jegliche Ihrer personenbezogenen Daten aufgrund von tatsachlichen oder
erwarteten Gerichtsverfligungen oder anderen rechtlichen Vorgangen weiter gespeichert
werden, werden diese nach rechtskraftigem Abschluss des Ereignisses in angemessener
Weise geldscht.

Einwohner des EWR, der Schweiz und des Vereinigten Konigreichs

Rechtliche Grundlage fiir die Verarbeitung personenbezogener Daten

Wir verarbeiten die personenbezogene Daten, die wir sammeln, um zu entscheiden, ob
wir ein vertragliches Arbeitsverhaltnis mit Ihnen eingehen wollen.

Wir verarbeiten Ihre personenbezogenen Daten ggf. in unserem berechtigtem Interesse,
Bewerbungen zu prifen, Datenanalysen in unserem Bewerber-Pool durchzufiihren oder
Sie fur zukunftige Rollen zu berlcksichtigen. Wir haben Ihre Rechte und Interessen
bericksichtigt und sind zu dem Schluss gekommen, dass Ihre Datenschutzrechte
gegenlber unseren berechtigten Interessen keinen Vorrang haben. Falls wir Einwilligung
bendtigen, um Ihre personenbezogenen Daten zu verarbeiten, benachrichtigen wie Sie
hierzu im Voraus. Wir kénnen Ihre personenbezogenen Daten auch verarbeiten, um
unseren gesetzlichen Verpflichtungen nachzukommen.

Ihre Rechte in Verbindung mit personenbezogenen Daten
Unter bestimmten Umstanden haben Sie das Recht:

e Den Zugriff auf Ihre personenbezogenen Daten anzufordern (typischerweise
bezeichnet als ,Auskunftsersuchen Uber personenbezogene Daten™), um eine
Kopie der personenbezogenen Daten zu erhalten, die wir liber Sie besitzen

e Die Korrektur Ihrer personenbezogenen Daten anzufordern, die wir tUber Sie
besitzen

e Fordern Sie die Loschung Ihrer personenbezogenen Daten an, wo es keine
rechtliche Grundlage dafiir gibt, dass wir sie weiterverarbeiten, oder soweit Sie
von Ihrem Recht Gebrauch gemacht haben, dieser Verarbeitung zu widersprechen
(siehe unten)

e Widersprechen Sie der Verarbeitung Ihrer personenbezogenen Daten, wenn
Sie glauben, dass wir kein berechtigtes Interesse an der Verarbeitung Ihrer
personenbezogenen Daten haben, oder widersprechen Sie unserer Verarbeitung
dieser zu Direktmarketingzwecken

e Die Einschrankung (oder Aussetzung) der Datenverarbeitung Ihrer
personenbezogenen Daten anzufordern.

e Die Ubertragung Ihrer personenbezogenen Daten an eine weitere Partei
anzufordern

Wenn Sie Ihre Rechte ausiiben wollen, senden Sie uns bitte eine Anfrage Uber unser
Online-Formular oder kontaktieren Sie uns unter 833.280.5900.

Sofern wir Ihre Einwilligung zur Verarbeitung Ihrer personenbezogenen Daten benétigen,
haben Sie das Recht, Ihre Einwilligung jederzeit zu widerrufen, indem Sie uns eine
Anfrage Uber unser Online-Formular senden oder uns unter der Telefonnummer
833.280.5900 kontaktieren.. Sie haben ebenfalls das Recht, Beschwerde bei einer
Aufsichtsbehorde einzureichen (eine EU-Liste finden Sie hier, Schweizer Eidgendssischer
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Datenschutz- und Offentlichkeitsbeauftragter, UK Information Commissioner), falls Sie
nicht damit einverstanden sind, wie Ihre personenbezogenen Daten gehandhabt werden.

Dateniibermittlungen auBBerhalb des EWR, der Schweiz und des Vereinigten
Konigreichs

Verkada hat zusammen mit unseren Drittanbietern und Partnern Absicherungen
implementiert, um einen adaquaten Datenschutz zu bieten, soweit Ihre
personenbezogenen Daten auBerhalb des EWR, der Schweiz und des Vereinigten
Kdnigreichs Gbertragen werden (z. B. Implementierung von Standardvertragsklauseln,
soweit angemessen).

In Kalifornien ansassige Personen

Der California Consumer Privacy Act (,CCPA") erfordert von uns, Informationen in Bezug
auf die Kategorien personenbezogener Daten und vertraulicher personenbezogener
Daten offenzulegen, die wir Uber in Kalifornien ansassige Personen gesammelt haben,
die Kategorien der Quellen aus denen wir die Informationen gesammelt haben, die
geschiftlichen oder kommerziellen Zwecke (so wie diese Begriffen vom geltenden Recht
definiert sind), fir die die Informationen gesammelt wurden und die Kategorien von
Parteien, gegeniliber denen wir personenbezogene Daten offenlegen. Wie in diesem
Abschnitt verwendet, soll ,personenbezogene Daten" die Bedeutung haben, wie im CCPA
festgehalten.

Wir beschreiben in der Datenschutzrichtlinie die spezifischen personenbezogenen Daten
und vertraulichen personenbezogenen Daten, die wir sammeln, die Quellen, aus denen
wir sie beziehen, und wie wir sie teilen. GemaB CCPA missen wir Ihnen auch die
~Kategorien" personenbezogener Daten und vertraulicher personenbezogener Daten
bereitstellen, die wir sammeln und zu , geschaftlichen und kommerziellen Zwecken"
offenlegen (so wie diese Begriffe im CCPA definiert sind).

In den zwo6lf Monaten vor Termin des Inkrafttretens dieser Datenschutzrichtlinie fur
Bewerber haben wir die folgenden Kategorien personenbezogener Daten gesammelt und
offengelegt:

Identifikatoren, wie Thr Name, Ihre Adresse und E-Mail-Adresse

professionelle, anstellungsbezogene Daten, wie Ihr Arbeitgeberverlauf

Bildungsinformationen, wie etwa Ihr Bildungsverlauf

potentiell rechtlich geschiitzte Informationen, wie Abstammmung oder Ethnizitat

Informationen zu Behinderungen oder Erkrankungen

Audio- oder visuelle Informationen, wie Uberwachungsbildmaterial, sowie andere

Informationen, die sich auf die Sicherheit unserer Grundstlicke beziehen, die

wahrend personenbezogener Interviews oder anderen Teilen des

Recruitment-Prozesses gesammelt wurden, und eingesendete Fotos oder Videos

e Informationen zu Hintergrundsiberprifungen

e Inferenzdaten Uber Sie, wenn wir zum Beispiel Informationen Uber Ihre Rolle in
einer Firma ableiten

e andere Daten, die Sie direkt oder indirekt identifizieren

Es ist flr Sie nicht erforderlich, uns ,vertrauliche personenbezogene Daten™ wahrend des
Recruitment-Prozesses mitzuteilen. Wenn Sie jedoch solche Informationen freiwillig in
Ihrem Lebenslauf oder Ihren Bewerbungsunterlagen angeben, werden wir diese als Teil
Ihrer Bewerbung verarbeiten. Sie dirfen uns freiwillig die folgenden Kategorien
vertraulicher personenbezogener Daten bereitstellen: (1) ethnische Abstammung; (2)
Grad der Behinderung; (3) Staatsangehorigkeit oder Einwanderungsstatus; und (4)
andere vertrauliche Informationen.
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Wir verarbeiten die oben identifizierten Kategorien personenbezogener Daten zu den
oben unter ,Wie wir Ihre personenbezogenen Daten verwenden" beschriebenen
Zwecken.

Wir sammeln die oben identifizierten Kategorien personenbezogener Daten aus den unter
~Wie Ihre personenbezogenen Daten gesammelt werden" identifizierten Quellen.

Wir beschreiben unsere Praktiken zu Datenoffenlegung im obigen Abschnitt ,Empfanger
Ihrer personenbezogenen Daten™ genauer

In Kalifornien ansassige Personen haben bestimmte Rechte in Bezug auf ihre
personenbezogenen Daten. Von bestimmten Ausnahmen abgesehen haben Sie als in
Kalifornien ansassige Person das Recht auf folgende Anfragen:

e Zugriff auf Ihre personenbezogenen Daten, einschlieBlich des Rechts, die
Kategorien personenbezogener Daten zu erfahren, die wir bereits tber Sie
gesammelt haben oder in Zukunft sammeln werden, als auch des Grundes hierftr

e Korrektur der personenbezogenen Daten, die wir lber Sie gespeichert haben oder
speichern werden, die nicht korrekt sind

e Ldschung oder Entfernung Ihrer personenbezogenen Daten

Sie haben ebenfalls das Recht, dass Sie nicht diskriminiert werden (wie im kalifornischen
Recht festgehalten), weil Sie Ihre Rechte ausgelbt haben.

Ausnahmen zu Ihren Rechten: Es gibt gewisse Ausnahmen zu den obigen Rechten.
Zum Beispiel durfen wir Ihre personenbezogenen Daten speichern, wenn es
vernilnftigerweise flir uns oder unsere Dienstleister notwendig ist, um eine
Dienstleistung bereitzustellen, die Sie angefordert haben, um ein Gesetz einzuhalten,
oder um Sicherheitsvorfédlle zu erkennen oder jene strafrechtlich zu verfolgen, die flr
diese Aktivitaten verantwortlich sind.

Ausiibung Ihrer Rechte: Um eines der obigen Rechte auszulben, kdnnen Sie uns eine
Anfrage Uber unser Online-Formular senden oder uns unter 833.280.5900 kontaktieren.

Wir ergreifen angemessene MaBnahmen, um Ihre Identitat zu verifizieren, bevor wir auf
eine Anforderung antworten, was unter Umstanden die Anforderung von Information
umfasst, damit wir Sie in unseren Unterlagen identifizieren kédnnen. Sie kénnen auch
einen autorisierten Vertreter bestimmen, um eine Anforderung an Ihrer Stelle
einzureichen. Um dies zu tun, miissen Sie uns eine schriftliche, von Ihnen
unterschriebene Autorisierung oder Vollmacht zusenden, damit der Vertreter an Ihrer
Stelle handeln kann. Sie mussen gdf. Ihre Identitat trotzdem noch direkt bei uns
bestatigen.

Das kalifornische Gesetz erlegt Unternehmen, die personenbezogene Daten an Dritte
~verkaufen" oder personenbezogene Daten mit Dritten flir ,kontextiibergreifende
verahaltensbezogene Werbung" ,teilen®, bestimmte Verpflichtungen auf, da diese
Bedingungen im CCPA definiert werden. Wie oben erwahnt, kdnnen wir Cookies und
ahnliche Technologien von Analyse-Diensten Dritter verwenden, die zur ,Weitergabe™ von
Online-Identifikatoren und anderen Identifikatoren (z. B. Cookie-Daten, IP-Adressen,
Gerateidentifikatoren, allgemeine Standortinformationen, Nutzungsinformationen,
E-Mail-Adressen) an Analysepartner fihren kédnnen, um uns bei der Analyse und dem
Versténdnis bezlglich der Nutzung der Website zu unterstitzen. In einigen Fallen kann
eine solche Praxis auch einen ,Verkauf" personenbezogener Daten im Sinne des CCPA
darstellen. Wenn Sie oder Ihr Bevollmachtigter der ,Weitergabe®™ oder dem ,Verkauf"
Ihrer Daten zu solchen Zwecken widersprechen mdéchten, kénnen Sie dies tun, indem Sie
auf ,Ihre Datenschutzeinstellungen®™ in der FuBzeile der Website klicken. Um der


https://verkada-privacy.relyance.ai/

~Weitergabe" oder dem ,Verkauf" personenbezogener Daten, die nicht auf Cookies oder
anderen Tracking-Technologien basieren, zu widersprechen, wenden Sie sich bitte an

emailmarketing@verkada.com.

Der CCPA ermdglicht IThnen auch, die Verwendung oder die Offenlegung Ihrer
»svertraulichen personenbezogenen Daten" (wie im CCPA beschrieben) einzuschranken,
wenn Ihre vertraulichen personenbezogenen Daten fiir bestimmte Zwecke genutzt
werden. Bitte beachten Sie, dass wir keine vertraulichen personenbezogenen Daten auf
eine Weise nutzen oder offenlegen, durch die ein Recht auf Opt-Out entsteht.

In Australien ansdssige Personen

In diesem Abschnitt hat der Begriff ,personenbezogene Daten" die gleiche Bedeutung
wie im Privacy Act 1988 (Cth) ("Privacy Act").

Der Privacy Act verlangt von Unternehmen, die an die australischen
Datenschutzgrundsatze (,APPs") gebunden sind, eine Datenschutzrichtlinie zu haben. In
dieser Datenschutzrichtlinie fiir Bewerber beschreiben wir die spezifischen Arten von
personenbezogenen Daten und sensiblen Daten, die wir sammeln und aufbewahren, wie
wir Ihre personenbezogenen Daten sammeln oder aufbewahren, und die Zwecke, fir die
Ihre personenbezogenen Daten gesammelt, aufbewahrt, verwendet oder offengelegt
werden.

Wir kénnen Ihre personenbezogenen Daten flr den Zweck, flir den sie erfasst wurden,
wie in dieser Datenschutzrichtlinie flir Bewerber dargelegt, verwenden oder offenlegen.
Wir kdnnen Ihre personenbezogenen Daten auch flr einen sekundaren Zweck verwenden
und offenlegen, der mit dem Zweck, flir den wir sie erfasst haben, zusammenhangt,
wenn Sie vernilinftigerweise erwarten wirden, dass wir Ihre personenbezogenen Daten
flr diesen sekundaren Zweck verwenden oder offenlegen.

Rechte und Wahlmadglichkeiten fiir in Australien ansassige Personen

Vorbehaltlich bestimmter Ausnahmen haben Sie nach dem Privacy Act und dem Spam
Act 2003 (Cth) das Recht:

Zugang zu Ihren personenbezogenen Daten zu verlangen
uns aufzufordern, personenbezogene Daten zu aktualisieren oder zu korrigieren,
wenn diese falsch, unvollstéandig oder veraltet sind

e sich von dem Erhalt von Direktmarketing-Nachrichten von uns abzumelden

Um eines der oben genannten Rechte auszuliben, kénnen Sie eine Anfrage Uber unser
Online-Formular stellen oder uns unter policy@verkada.com kontaktieren.

Sie haben auch das Recht, sich nicht zu identifizieren oder ein Pseudonym zu verwenden,
wenn Sie mit uns kommunizieren, es sei denn, wir sind nach australischem Recht
verpflichtet, Personen zu antworten, die sich selbst identifiziert haben, oder es ist flir uns
nicht praktikabel zu antworten, wenn Sie sich nicht identifiziert haben.

Speicherung Ihrer personenbezogenen Daten

Bitte beachten Sie den Abschnitt ,Wie lange wir Ihre personenbezogenen Daten
aufbewahren" weiter oben.

Dateniibermittlungen auBBerhalb von Australien
Wir kdénnen Ihre personenbezogenen Daten an Dritte weitergeben, die sich auBerhalb

Australiens befinden. Die Lander, in denen sich diese Dritten wahrscheinlich befinden,
hangen von den jeweiligen Umstanden ab. Einige dieser Unternehmen sind:
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e Unternehmen innerhalb unserer Unternehmensgruppe, die in den Vereinigten
Staaten (USA), Kanada, ausgewahlten Landern der Europaischen Union und der
Schweiz, dem Vereinigten Kdnigreich, Mexiko, Taiwan, Japan, Sidkorea und
Singapur ansdssig oder dort geschdftlich tatig sind

e unsere Data-Hosting-Anbieter und andere Dienstleister mit Sitz in den USA, der
EU und dem Vereinigten Koénigreich

Wir werden angemessene MaBnahmen ergreifen, um sicherzustellen, dass
personenbezogene Daten, die an Dritte auBerhalb Australiens weitergegeben werden,
von den Empfangern im Ausland nicht in einer Weise gespeichert, verwendet oder
weitergegeben werden, die nicht mit den APPs vereinbar ist.

Beschwerden

Wenn Sie der Meinung sind, dass wir nicht auf Ihre Bedenken eingegangen sind, kénnen
Sie zusatzlich zu den unten aufgefihrten Kontaktmoglichkeiten flir Beschwerden auch
eine Beschwerde beim Office of the Australian Information Commissioner (der fiir den
Datenschutz in Australien zustdndigen Behérde) einreichen. Alle Beschwerden missen
schriftlich an den Director of Compliance, GPO Box 5218, Sydney NSW 2001, gerichtet
werden. Weitere Informationen finden Sie auf der OAIC-Website unter www.oaic.gov.au
oder unter der Telefonnummer 1300 363 992.

In Kanada ansdssige Personen

Dieser Abschnitt gilt speziell fiir in Kanada ansassige Personen und erganzt unsere
Datenschutzrichtlinie fir Bewerber, um die Einhaltung des Personal Information
Protection and Electronic Documents Act (PIPEDA) und damit verbundener kanadischer
Datenschutzgesetze zu gewahrleisten.

Fir in Kanada ansadssige Personen gilt bei Widerspriichen zwischen diesem Abschnitt und
anderen Abschnitten dieser Datenschutzerkldarung fiir Bewerber dieser Abschnitt. Alle
anderen Bestimmungen dieser Datenschutzerklarung fur Bewerber bleiben weiterhin

gultig.

Rechte und Wahlmdglichkeiten fiir in Kanada ansdssige Personen

Vorbehaltlich der Ausnahmen, die in den geltenden Datenschutzgesetzen festgelegt sind,
haben in Kanada ansdssige Personen das Recht:

e Zugang zu ihren personenbezogenen Daten zu verlangen, die sich in unserer
Obhut und Kontrolle befinden

e Informationen Uber die Verwendung und Offenlegung ihrer personenbezogenen
Daten anzufordern

e die Aktualisierung, Berichtigung oder Korrektur von Ungenauigkeiten in den von
uns verwahrten oder kontrollierten personenbezogenen Daten zu verlangen

Personen in Kanada haben auBerdem das Recht, ihre Einwilligung zur Verwendung und
Offenlegung ihrer personenbezogenen Daten zu widerrufen, vorbehaltlich gesetzlicher
und vertraglicher Einschrankungen und einer angemessenen Anklindigung.

Wenn Sie von diesen Rechten Gebrauch machen méchten oder wenn Sie Fragen oder
Beschwerden zu dieser Datenschutzrichtlinie oder unseren Datenschutzpraktiken haben,
lesen Sie bitte unten den Abschnitt ,Wie Sie uns kontaktieren". Wir kdnnen bestimmte
personenbezogene Daten erheben, um Ihre Identitat zu Gberprifen, bevor wir Ihre
Anfrage beantworten.

Weitere Informationen Uber Ihre Wahlmdglichkeiten (auch in Bezug auf Cookies) finden
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Sie oben unter ,Cookies und Tacking-Technologien".

Datenschutzrichtlinien und -praktiken

Wir verpflichten uns, Ihre personenbezogenen Daten zu schitzen und haben Richtlinien
und Praktiken eingeflihrt, die unseren Umgang mit personenbezogenen Daten regeln,
einschlieBlich, aber nicht beschrankt auf:

e Verfahren zur rechtzeitigen und wirksamen Beantwortung von Anfragen und
Beschwerden der betroffenen Personen Giber den Umgang mit
personenbezogenen Daten

e Richtlinien und Verfahren zum Schutz personenbezogener Daten, einschlieBlich
Sicherheitsvorkehrungen zum Schutz der in unserem Gewahrsam und unter
unserer Kontrolle befindlichen personenbezogenen Daten vor Verlust oder
Diebstahl sowie vor unbefugtem Zugriff, unbefugter Nutzung oder Offenlegung

e die Ernennung eines Datenschutzbeauftragten, der fiir die Uberwachung der
Einhaltung der geltenden Datenschutzgesetze durch Verkada verantwortlich ist

e Praktiken in Bezug auf Datenschutzschulung und -bewusstsein fliir unser
Personal mit Zugang zu personenbezogenen Daten

Daten Standort

Wie im Abschnitt ,Wo Ihr rsonenbez nen Daten ichert und verarbeij

werden" oben dargelegt, kénnen wir und unsere Dienstleister auf personenbezogene
Daten auBerhalb Kanadas (und insbesondere der Provinz Québec), einschlieBlich
Australien, den USA, ausgewahlten Landern der Europdischen Union und der Schweiz,
dem Vereinigten Kdnigreich, Mexiko, Taiwan, Japan, Sidkorea und Singapur zugreifen,
diese speichern und anderweitig verarbeiten. Wir und unsere Dienstleister kénnen Ihre
personenbezogenen Daten offenlegen, wenn wir durch geltendes Recht oder rechtliche
Verfahren dazu verpflichtet oder berechtigt sind, was auch den rechtmaBigen Zugriff
durch auslandische Gerichte, Strafverfolgungsbehdrden oder andere Regierungsbehdrden
in den Landern einschlieBen kann, in denen wir oder unsere Dienstleister tatig sind.

Fur Informationen Uber unsere Praktiken in Bezug auf die Nutzung von Dienstleistern
auBerhalb Kanadas wenden Sie sich bitte an unseren Datenschutzbeauftragten unter

policy@verkada.com.
In der Republik Korea ansadssige Personen

Dieser Abschnitt gilt speziell fir in der Republik Korea (,Korea") ansassige Personen und
erganzt unsere Datenschutzrichtlinie fiir Bewerber, um die Einhaltung des Gesetzes zum
Schutz personenbezogener Daten (,,PIPA") und der damit verbundenen koreanischen
Datenschutzgesetze zu regeln.

Fir in Korea ansassige Personen gilt, dass bei Konflikten zwischen diesem Abschnitt und
den anderen Abschnitten dieser Datenschutzrichtlinie flir Bewerber, dieser Abschnitt
Vorrang hat. Alle anderen Bestimmungen dieser Datenschutzrichtlinie fir Bewerber
gelten weiterhin.

Wie wir Ihre personenbezogenen Informationen weitergeben und
internationale Dateniibermittlungen

Wir geben bestimmte personenbezogene Daten an andere Unternehmen der
Verkada-Gruppe und vertrauenswirdige Dienstleister weiter, die diese Daten im Rahmen
verbindlicher Vertrage und nur dann verarbeiten, wenn eine glltige Rechtsgrundlage

vorliegt, wie in ,Rechtsgrundlage fir die Verarbeitung personenbezogener Daten"
beschrieben. Diese anderen Unternehmen der Verkada-Gruppe und Dienstleister kénnen
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sich in Australien, Kanada, ausgewahlten Landern der Europdischen Union, dem
Vereinigten Konigreich, den USA, Japan, Mexiko, Singapur, Stidkorea, der Schweiz und
Taiwan befinden. Beispiele flir Dienstleister sind:

e Checkr (U.S.) - fir Hintergrundiberprifungen und Screening-Dienstleistungen

e Greenhouse (U.S.) - flr das Bewerbermanagement und den
Rekrutierungsworkflow

e Zoom (U.S.) - Hosting und Aufzeichnung von Videointerviews

e CodeSignal (U.S.) - fir Dienstleistungen im Bereich der Kompetenzbewertung und
-evaluierung

e Google Drive (U.S.) - fir sichere Datenspeicherung und Backup-Services

e Bildungseinrichtungen/frithere Arbeitgeber - zur Uberprifung von Referenzen und
Qualifikationen

Wir kédnnen personenbezogene Daten auch an Unternehmen der Verkada-Gruppe und an
verbundene Unternehmen weitergeben, um gemeinsame Dienste, globale Operationen
und interne Geschaftskoordination zu ermdéglichen.

Diese Drittparteien kdnnen verschiedene Arten von personenbezogenen Daten
verarbeiten, einschlieBlich Kontaktinformationen, Kommunikation, Daten zur Nutzung
von Diensten und andere Informationen, wie unter ,Welche personenbezogenen Daten
wir sammeln" beschrieben.

Speicherung Ihrer personenbezogenen Daten

Bitte beachten Sie den Abschnitt ,Wie lange wir Ihre personenbezogenen Daten
aufbewahren" weiter oben.

Rechte und Wahlmdglichkeiten fiir in Korea ansassige Personen

Wenn wir Ihre personenbezogenen Daten aus anderen Quellen als Ihnen selbst erheben
(z. B. von Geschéftspartnern, Social-Media-Plattformen oder 6ffentlich zuganglichen
Quellen), haben Sie das Recht, Informationen Uber die Quelle der Erhebung, den Zweck
der Verarbeitung und Ihr Recht auf Aussetzung der Verarbeitung oder Widerruf der
Einwilligung zu verlangen. Informationen Uber internationale Datenibermittlungen finden
Sie oben unter ,Wo Ihre personenbezogenen Daten gespeichert und verarbeitet werden".

Wenn Sie weitere Erlduterungen zu dieser Datenschutzrichtlinie bendtigen oder Ihre
Rechte in Bezug auf Ihre personenbezogenen Daten wahrnehmen méchten, lesen Sie
bitte unten den Abschnitt ,Wie Sie uns kontaktieren".

Beschwerden

Unser inlandischer Vertreter gemaB dem Korea Personal Information Protection Act ist
unser Chief Privacy Officer (weitere Informationen finden Sie unter ,Wie Sie uns
kontaktieren"). In Korea ansassige Personen kénnen sich zur Beilegung von
Streitigkeiten oder zur Konsultation bei Verst6Ben gegen den Schutz personenbezogener
Daten an die folgenden Institutionen wenden:

Personal Information Infringement Report Center: (ohne Vorwahl) 118
Personal Information Dispute Mediation Committee: (ohne Vorwahl) 1833-6972
Supreme Prosecutors’ Office Cybercrime Investigation Division: (ohne Vorwahl)
1301

e National Police Agency Cyber Investigation Bureau: (ohne Vorwahl) 182
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Aktualisierungen zu dieser Datenschutzrichtlinie fiir Bewerber

Wir aktualisieren diese Datenschutzrichtlinie fiir Bewerber ggf. von Zeit zu Zeit als
Reaktion auf sich andernde rechtliche, technische oder geschaftliche Entwicklungen.
Wenn wir unsere Datenschutzrichtlinie fir Bewerber aktualisieren, ergreifen wir
angemessen MaBnahmen, um Sie gemaB gesetzlichen Vorgaben zur Bedeutung der von
uns durchgefiihrten Anderungen zu informieren. Bitte priifen Sie von Zeit zu Zeit die
aktuelle Datenschutzrichtlinie flir Bewerber erneut, die jeweils ab dem obigen
Revisionsdatum gliltig ist.

Wie Sie uns kontaktieren

Je nachdem, wo Sie sich befinden und wie Sie mit Verkada interagieren, haben Sie
moglicherweise bestimmte gesetzliche Rechte in Bezug auf die personenbezogenen
Daten, die wir Uber Sie gespeichert haben, vorbehaltlich der lokalen Datenschutzgesetze.
Sie kdnnen die Austibung Ihrer oben genannten Datenschutzrechte anfordern, indem Sie
eine Anfrage Uber unser Online-Formular stellen oder uns unter 833.280.5900
kontaktieren.

Falls Sie weiterer Kldrung in Bezug auf diese Datenschutzrichtlinie fir Bewerber
bedirfen, kontaktieren Sie bitte policy@verkada.com oder unser People Team Uber die
Kontaktdaten, die Ihnen als Teil Ihrer Bewerbung bereitgestellt wurden. Wir werden Ihre
Beschwerde so schnell wie moglich schriftlich bestatigen und Ihnen einen
voraussichtlichen Zeitrahmen fiir unsere Antwort mitteilen. Die Datenschutzbeauftragte
von Verkada ist Elizabeth Davies.

Verkada Inc. ist in ihrer Rolle als Muttergesellschaft Datenverantwortliche fiir Bewerber-
und Arbeitgeberdaten, die strategische Anstellungsentscheidungen trifft.

Wenn Sie sich im EWR, dem Vereinigten Koénigreich oder der Schweiz befinden, sind
Verkada Limited und VERKADA POLAND SPOtKA Z OGRANICZONA
ODPOWIEDZIALNOSCIA ggf. ebenfalls Datenverantwortliche in ihrer Kapazitat als
europdische Entitaten, die uns dabei unterstitzten, unseren Recruitment-Prozess zu
prifen und abzuwickeln. In anderen Fallen trifft die lokale Entitat von Verkada, die Ihr
Arbeitgeber ware, falls Ihre Bewerbung erfolgreich ist, auch die Entscheidungen in Bezug
auf Ihre Bewerbung.

Blroadressen von Verkada Firmenbiros weltweit finden Sie im_Verzeichnis unserer
Blrostandorte.
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